Exalate Response to the Recent Vulnerability CVE-
2022-22965

Last Modified on 01/28/2026 1:56 pm EST

On Friday, April 1, 2022 - we were made aware of the Vulnerability CVE-2022-22965 in Spring
Framework.

The results of our investigation is that Exalate is NOT affected by this vulnerability as Exalate is
using Play Framework which is not based on Spring MVC/Spring Framework.

The prpagt is only limited to the Atlassian codebase.
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