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In March 2024, we identified a low-risk vulnerability related to the JWT (JSON web token)
transmitted through headers.

The vulnerability is considered low-risk because its exploitation is unlikely or would have minimal
impact due to additional security measures (by the underlying application's security) that must be
bypassed for successful exploitation.

We acknowledge this vulnerability as a known issue and assess that it poses a limited threat to
users.

For any concerns or additional questions regarding this matter, contact our support team.
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